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Abstract of the contribution:
This contribution proposes some updates on UE Route Selection Policy (URSP) with renaming to UE PDU Session Selection Policy (UPSSP).
1
Discussion

In SA2 #119 meeting, it has been agreed that Route Selection Policies (defined in clause A.3.1.3.1) are introduced and could be grouped into a single policy called UE Route Selection Policy (URSP) and provided to the UE for specifying how the matching traffic should be routed. But, there exists some unclear description how to route the matching traffic with the following Editor’s note inserted:

Editor's note:
It is FFS if/how the URSP can be applied in case of multi-homed PDU sessions and in case of multiple PDU sessions to the same DNN.

The goal of this contribution clarifies how to route the outgoing traffic in 5G UE and at the same time, address the above Editor’s note.
First of all, the description of URSP focuses on how to select a PDU session among established ones. Thus, in order to eliminate some ambiguity of terminology, it is proposed to rename UE Route Selection Policy (URSP) into UE PDU Session Selection Policy (UPSSP).
Now, let’s consider the above Editor’s note.
For the upper layer traffic to be routed properly with its outgoing interface, the 5G UE needs to select a proper UP path (i.e. PDU session) if there exists a PDU session matching with the URSP rule. Otherwise, if there is no PDU session matching with the rule, the UE initiates a new PDU session establishment procedure for that traffic.
For the former case, after selecting the PDU session, the upper layer should now select a source IP address allocated to the PDU session. In case of IPv6 PDU type, the UE may follow a source IP address selection rule according to e.g. IETF RFC 6724 (“Default Address Selection for IPv6”). 

For the latter case, the UE would be assigned a new IP address/prefix during or after establishment of the new PDU session. Further, in case of IPv6 multi-homed PDU session, the UE can receive routing rules along with IP prefix allocation so that the UE can select a proper source IP prefix as described in Clause 5.8.1.2 of TS 23.501.
Thus, we believe that the routing rule can be configured in parallel with URSP. It is proposed to remove first part (i.e. in case of multi-homed PDU sessions) of above EN and add the following note:
Note:
In case of IPv6 multi-homed PDU session, the UPSSP can select a proper PDU session for outgoing traffic and a source IP prefix of the outgoing traffic can be selected by routing table within the UE that is configured by routing rules as described in Clause 5.8.1.2.

On the other hand, each URSP rule carries a traffic filter to verify which traffic is matched with the rule. If the traffic filter can include destination IP addresses, even multiple PDU sessions to the same DN can be established based on different traffic filters with different destination IP addresses. So, we believe that multiple PDU sessions to the same DN (towards the different destination IP addresses) can be realized by URSP. 
Note that in case when multiple PDU sessions using the totally same rule (e.g. same slice, same DNN, same SSC mode, …) are required, we think that the application explicitly can request such multiple sessions using some new API, which in turn overrides the URSP rules.
2
Proposal

The following text is proposed to be updated to TS 23.501.
***** Start of Change # 1 *****
A.3.1.3
UE Policy

A.3.1.3.1
General

The 5G core network shall be able to provide policy information from the PCF to the UE. Such policy information includes:

1)
Access network discovery & selection policy: It is used by the UE for selecting non-3GPP accesses and for deciding how to route traffic between the selected 3GPP and non-3GPP accesses. The structure and the content of this policy are specified in clause A.3.1.3.2.
2)
PDU Session Selection Policies: These policies are used by the UE to determine how to properly select a PDU session for outgoing traffic. Traffic can be routed to an established PDU session, can be offloaded to non-3GPP access outside a PDU session, or can trigger the establishment of a new PDU session. The following policies are used for PDU session selection:
2a)
SSC Mode Selection Policy (SSCMSP): This policy is used by the UE to associate UE applications with SSC modes and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SSC mode.
2b)
Network Slice Selection Policy (NSSP): This policy is used by the UE to associate UE applications with SM-NSSAIs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a new PDU session should be requested with a new SM-NSSAI..
2c)
DNN Selection Policy: This policy is used by the UE to associate UE traffic with one or more DNNs and to determine the PDU session which this traffic should be routed to. It is also used to determine when a PDU session should be requested to a new DNN. It may also indicate the access type (3GPP or non-3GPP) on which a PDU session to a certain DNN should be requested.
2d)
Non-seamless Offload Policy: This policy is used by the UE to determine which traffic should be non-seamlessly offloaded to non-3GPP access (i.e. outside of a PDU session).

Editor's note:
It is FFS if the PDU Session Selection Policies will be defined separately or if they could be grouped into a single policy. Clause A.3.1.3.3 shows an example of how these policies could be grouped.

The SSCMSP and NSSP shall be provided from the PCF to the UE via the N1 interface.
Editor's note:
It is FFS regarding PCF interactions and if the SSCMSP and the NSSP policies are transported via SMF and AMF or AMF only.

Editor's note:
It is FFS if the size of the policy rules to be transferred and frequency of the rules update from the PCF to the UE would require additional transport options.
Editor's note:
It is FFS if part of the policies can be transferred via UDM.
Editor's note:
Whether the information for Local Area Data Network described in clause 5.6.5 is included as UE Policy Provisioning or not is FFS.
A.3.1.3.2
Access network discovery & selection policy
Editor's note:
The details of the access network discovery & selection policy if FFS. It is also FFS if any of the access network discovery & selection policies specified in TS 23.402 clause 4.8 can be reused.
A.3.1.3.3
Grouping the PDU Session Selection Policies
This clause shows an example of how the PDU Session Selection Policies (defined in clause A.3.1.3.1) could be grouped into a single policy called UE PDU Session Selection Policy (UPSSP). The UPSSP includes a prioritized list of UPSSP rules, each one composed of the following components:

-
Traffic filter: Information that can be compared against data traffic and determine if the rule is applicable to this data traffic or not. It may include application identifiers and other information, if needed. The traffic that matches the traffic filter of a UPSSP rule is referred to as the "matching traffic" for this UPSSP rule.
-
Non-seamless offload: Indicates if the matching traffic is Prohibited, Preferred or Permitted (i.e. allowed but not preferred) to be offloaded to non-3GPP access outside of a PDU session. It may also indicate a specific non-3GPP access type (e.g. WLAN, SSID-x) on which the matching traffic is Prohibited, Preferred or Permitted.
-
Slice Info: This includes the S-NSSAI (see clause 5.15) required for the matching traffic. It may also include multiple S-NSSAIs in priority order if the matching traffic may be transferred over a PDU session supporting any of these S-NSSAIs. It is used to associate the matching traffic with one or more S-NSSAIs.
-
Continuity Types: This includes the SSC Mode (see clause 5.6.9.2) required for the matching traffic. It may also include multiple SSC Modes in priority order if the matching traffic may be transferred over a PDU session supporting any of these SSC Modes. It is used to associate the matching traffic with one or more SSC modes.
-
DNNs: This includes the DNN required for the matching traffic. It may also include multiple DNNs in priority order if the matching traffic may be transferred over a PDU session to any of these DNNs. It is used to associate the matching traffic with one or more DNNs.
-
Access Type: If the UE needs to establish a PDU session for the matching traffic, this indicates the type of access (3GPP or non-3GPP) on which the PDU session should be established. It may also indicate a prioritized list of accesses on which the PDU session establishment should be attempted.
Each UPSSP rule shall include a traffic filter and one or more of the other components, which specify how the matching traffic should be routed.

As an example, the UPSSP provisioned in the UE may include the following rules:

Table A.3.1.3.3-1: Example of UPSSP rules
	Example UPSSP rule
	Comments

	Traffic filter: App=DummyApp

Direct offload: Prohibited

Slice Info: S-NSSAI-a

Continuity Types: SSC Mode 3

DNNs: internet

Access Type: 3GPP access

	This UPSSP rule associates the traffic of application "DummyApp" with S-NSSAI-a, SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

Traffic of application "DummyApp" should not be directly offloaded to non-3GPP. It should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=3GPP access. If the PDU session cannot be established, the traffic of this application cannot be transferred.


	Traffic filter: App=App1, App2
Direct offload: Permitted
Slice Info: S-NSSAI-a

Access Type: Non-3GPP access
	This UPSSP rule associates the traffic of applications "App1" and "App2" with S-NSSAI-a.

It enforces the following routing policy:

The traffic of application App1 and the traffic of application App2 should be transferred on a PDU session supporting S-NSSAI-a. If this PDU session is not established, the UE shall attempt to establish the PDU session over Access Type=non-3GPP access. If the PDU session cannot be established, the traffic of these applications can be directly offloaded to non-3GPP access.


	Traffic filter: App=DummyApp

Direct offload: Permitted (WLAN SSID-a)
Continuity Types: SSC Mode 3


	This UPSSP rule associates the traffic of application "DummyApp" with SSC Mode 3.

It enforces the following routing policy:

The traffic of application "DummyApp" should be transferred on a PDU session supporting SSC Mode 3. If this PDU session is not established, the UE shall attempt to establish the PDU session over any access type. If the PDU session cannot be established, the traffic can be directly offloaded if the UE is connected to WLAN with SSID-a.


	Traffic filter: *

Direct offload: Preferred

Slice Info: S-NSSAI-a, S-NSSAI-b

Continuity type: Type-3

DNN: internet
	This (default) UPSSP rule associates all traffic not matching any prior rule with S-NSSAI-a (first priority), S-NSSAI-b (second priority), SSC Mode 3 and the "internet" DNN.

It enforces the following routing policy:

All traffic not matching any prior rule should preferably be offloaded directly to any non-3GPP access. If it cannot be directly offloaded to non-3GPP access, it should be transferred on a PDU session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet. Alternatively, it can be transferred on a PDU session supporting S-NSSAI-b, SSC Mode 3 and DNN=internet. The PDU sessions can be established over any access type.


If a UE application requests a specific SSC Mode, S-NSSAI and/or DNN, the traffic of this application shall be routed to a PDU session that supports the requested SSC Mode, S-NSSAI and DNN. The SSC Mode, S-NSSAI and DNN requested by the UE application shall take precedence over the corresponding values in the UPSSP rules.

Editor's note:
It is FFS if a VPLMN can provide its own UPSSP rules to a roaming UE. It is also FFS how the UE selects the UPSSP rules to apply if it is provisioned with VPLMN UPSSP and HPLMN UPSSP.

Editor's note:
It is FFS if/how a UE application can be prevented from using a specific PDU session.
Note:
In case of IPv6 multi-homed PDU session, the UPSSP can select a proper PDU session for outgoing traffic and a source IP prefix of the outgoing traffic can be selected by routing table within the UE that is configured by routing rules as described in Clause 5.8.1.2.
***** End of Change # 1 *****
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